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Subject: Quotation for the Security Audit of Desinventar Portal

Sealed quotations are invited for the Security Audit of Desinventar Portal. The quotation should be
submitted on or before 17 July, 2015 by 3:00 PM. Quotations submitted via email/fax/telex etc. are
not acceptable. Incomplete quotations in any respect will be summarily rejected. The details of
Deslnventar Portal are as follows:

S. No. |Parameters Description
1. Web Application Name & URL DesInventar Portal
2. |Operating System Details Windows XP/Server

(E.g. Windows-2003, Linux, AlX,
Solaris, etc.)

3. Application Server with Version  |Tomcat
(E.g. IS 5.0.Apache, Tomcat, etc. )
4, Front-end Tool [Server side Server side scripts JSP
Scripts]

(E.g. ASP, Asp.NET, ISP, PHP, etc.)
5. |Back-end Database SQL Server
(E.g. MS-SQL Server, PostgreSQL,
Oracle, etc. )

6. |Authorization No. of roles & types |5 levels of access: Public (not authenticated);

of privileges for the different roles|Authenticated: Guest, Operator, Administrator,
Owner, SuperUser. Guest only read-only access.
Operator: data entry access. Administrator:
Configuration of database (events/geography/
extension). Owner: multiple database owner. Super
user: al privileges, including security

7 Whether the application contains |No

any content management System
(CMS) (If yes then which?

(E.g. Joomla/WordPress/Drupal
/Liferay etc.)

8. Map Server used with version small fooprint WMS Server developed by UNISDR

9. |Total No. ( Approximate) of Input |6 (main disaster data entry form, Geography, Event,

Forms causes, extension)
10. |Total No. of input fields more than 120 in the main data form
11. |[No. of login modules 1 public access module (Analysis), 1 login module

(Administration/Data entry)

11. [Number of Web Services, ifany |WMS (Web Mapping Service)\

12. [Number of methods in all web 5 standard methods of WMS implemented (compliant
services with Open Layers)

Terms & Conditions:
1. Only CERT-IN empanelled Information Security Auditing Organizations having office in
Delhi/NCR are eligible to quote.
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Security Audit is to be done at NIDM in LAN environment. The agency shall arrange and bear
all the cost of undertaking Security Audit at NIDM. No transportation/conveyance charges
will be paid additionally.

The Payment will be made after receiving Security Audit Clearance Certificate.

Quotations should be free from correction and erasers.

Quotations received after the specified time and date will not be entertained.

NIDM reserves unfettered right to reject any or all Quotation without assigning any
reason(s) thereof.

The quotes should be valid for a period of 45 days.

All quotes must be firm and no revision in the price quoted is allowed after quotations are
opened.

VAT/Sales Tax, if chargeable must be mentioned in Quotation, otherwise it will be presumed
the rates are inclusive VAT/Taxes etc.

Bidders may visit NIDM to check the application before quoting the price. For further
information, if required please contact Mr. Hemant Kumar (Mob : 9911063733).

The quotations in sealed envelopes super scribing " Quotation for the Security Audit of Deslnventar
Portal" should be addressed to the “Executive Director, National Institute of Disaster Management,
IIPA Campus, |. P. Estate, Ring Road, New Delhi-110002” and submitted by 3: 00 PM on or before
17 July, 2015. Bidders are requested to write organization name and contact details on the
covers/envelope so that they could be informed about opening of Quotations.

Metey,

(Administrative Officer)
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